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QUESTION 1

What form of attack against an employee has the MOST impact on their compliance with the organisation\\'s "code of
conduct"? 

A. Brute Force Attack. 

B. Social Engineering. 

C. Ransomware. 

D. Denial of Service. 

Correct Answer: D 

 

QUESTION 2

For which security-related reason SHOULD staff monitoring critical CCTV systems be rotated regularly during each
work session? 

A. To reduce the chance of collusion between security staff and those being monitored. 

B. To give experience to monitoring staff across a range of activities for training purposes. 

C. Health and Safety regulations demand that staff are rotated to prevent posture and vision related harm. 

D. The human attention span during intense monitoring sessions is about 20 minutes. 

Correct Answer: D 

 

QUESTION 3

In order to maintain the currency of risk countermeasures, how often SHOULD an organisation review these risks? 

A. Once defined, they do not need reviewing. 

B. A maximum of once every other month. 

C. When the next risk audit is due. 

D. Risks remain under constant review. 

Correct Answer: D 

 

QUESTION 4

Ensuring the correctness of data inputted to a system is an example of which facet of information security? 

A. Confidentiality. 
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B. Integrity. 

C. Availability. 

D. Authenticity. 

Correct Answer: B 

 

QUESTION 5

When handling and investigating digital evidence to be used in a criminal cybercrime investigation, which of the
following principles is considered BEST practice? 

A. Digital evidence must not be altered unless absolutely necessary. 

B. Acquiring digital evidence cart only be carried on digital devices which have been turned off. 

C. Digital evidence can only be handled by a member of law enforcement. 

D. Digital devices must be forensically "clean" before investigation. 

Correct Answer: D 

Latest CISMP-V9 Dumps CISMP-V9 VCE Dumps CISMP-V9 Exam Questions

Powered by TCPDF (www.tcpdf.org)

Latest CISMP-V9 Dumps | CISMP-V9 VCE Dumps | CISMP-V9 Exam Questions                                3 / 3

https://www.pass2lead.com/cismp-v9.html
https://www.pass2lead.com/cismp-v9.html
https://www.pass2lead.com/cismp-v9.html
http://www.tcpdf.org
https://www.pass2lead.com/cismp-v9.html
https://www.pass2lead.com/cismp-v9.html
https://www.pass2lead.com/cismp-v9.html

